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3.1

3.2

Purpose, Scope and Users

This policy setsthe required retention periods for specified categories of personal dataand sets out the minimum standards to
be applied when destroying certain information within Stadium MKand MK Dons Trust (further: the “Company”).

This Policy appliestoallbusiness units, processesand systemsinallareasin whichthe Company conducts businessand has
dealings or other business relationships with third parties.

This Policy applies to all Company officers, directors, trustees, employees, agents, affiliates, contractors, consultants,
advisors, volunteersorservice providers that maycollect, process, or have accesstodata (including personaldataand/ or
sensitive personaldata). Itisthe responsibility of allof the above to familiarise themselves with this Policyand ensure adequate
compliance with it.

This policy applies to allinformation used at the Company. Examples of documents include:
e  Emails

e  Hardcopydocuments

e  Softcopydocuments

e Videoandaudio

e  Datagenerated by physical access control systems

Reference Documents

EUGDPR2016/679 (Regulation (EU) 2016/679 of the European Parliamentand of the Council of 27 April 2016 on the protection of
natural personswithregardtothe processingof personaldataand onthefree movementofsuch data,and repealing Directive
95/46/EC)

e  Personal DataProtection Policy

Retention Rules

Retention General Principle

Inthe event, for any category of documents not specifically defined elsewhere in this Policy (and within the Data Retention
Schedule)and unless otherwise mandated differently by applicable law, the required retention period for such document
willbe deemedtobe 3yearsfromthedate of creation of the document.

Retention General Schedule

The Data Protection Officer defines the time period for which the documents and electronicrecords should be retained
through the Data Retention Schedule.

e Asanexemption, retention periods within Data Retention Schedule can be prolonged in cases such as:

e Ongoinginvestigations from Authorities, ifthereisachancerecords of personal dataare needed by the Companyto

prove compliance with any legal requirements; or

e Whenexercisinglegal rightsin cases of law suits or similar court proceeding recognized underlocal law.
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3.3

3.4

35

Safeguarding of Data during Retention Period

The possibility that data media used for archiving will wear out shall be considered. If electronic storage media are
chosen,any proceduresandsystems ensuring thattheinformation canbe accessed duringtheretention period (both
with respect to theinformation carrier and the readability of formats) shall also be stored in order to safeguard the
informationagainstlossasaresult of futuretechnological changes. Theresponsibility forthe storage fallsto the Data
Protection Officer.

Destruction of Data

The Company and its employees should therefore, on aregular basis, review all data, whether held electronically on their
device oron paper, to decide whether to destroy or delete any data once the purpose for which those documents were
createdisnolongerrelevant. See Appendix for the retention schedule. Overall responsibility for the destruction of data
falls to the Data Protection Officer.

Oncethedecisionismadetodisposeaccordingtothe Retention Schedule,the datashouldbedeleted, shredded or
otherwise destroyed to a degree equivalent to their value to others and their level of confidentiality. The method of
disposalvariesandisdependentupon the nature ofthe document. Forexample, any documents that contain sensitive or
confidential information (and particularly sensitive personal data) must be disposed of as confidential waste and be
subjecttosecureelectronicdeletion; some expired orsuperseded contracts may onlywarrantin-house shredding. The
Document Disposal Schedule section below defines the mode of disposal.

In this context, the employee shall perform the tasks and assume the responsibilities relevant for the information
destructioninanappropriate way. The specificdeletion or destruction process may be carried out eitherbyanemployee
orbyaninternalorexternalservice providerthatthe Data Protection Officer subcontracts for this purpose. Any
applicable general provisions under relevant data protection laws and the Company’s Personal Data Protection Policy
shall be complied with.

Appropriatecontrolsshallbein placethat preventthe permanentloss of essentialinformation of the companyasaresult
ofmalicious orunintentional destruction ofinformation—these controlsare described inthe company’sIT Security
Policy.

The Data Protection Officershallfullydocumentand approve the destruction process. Theapplicable statutory
requirementsforthe destruction ofinformation, particularly requirementsunderapplicable data protectionlaws, shallbe
fully observed.

Breach, Enforcement and Compliance

Thepersonappointed with responsibility for Data Protection, the Data Protection Officer has theresponsibility to ensure
that each of the Company’s offices complies with this Policy. It is also the responsibility of the Data Protection Officer to
assist any department with enquiries from any local data protection or governmental authority.

Any suspicion ofabreach of this Policy must be reported immediately to Data Protection Officer. Allinstances of
suspected breaches of the Policy shall be investigated and action taken asappropriate.

Failuretocomplywiththis Policymayresultinadverse consequences, including, butnotlimitedto, loss of customer
confidence, litigation and loss of competitive advantage, financial loss and damage to the Company’s reputation, personal
injury, harmorloss. Non-compliance with this Policy by permanent, temporary or contract employees, or any third parties,
who have been granted access to Company premises or information, may therefore resultin disciplinary proceedingsor
termination of theiremployment or contract. Such non-compliance mayalsoleadtolegal actionagainst the parties
involved in such activities.

DATA RETENTION POLICY 2025




4. Document Disposal

4.1

4.2

Routine Disposal Schedule

e Recordswhich maybe routinely destroyed unless subject to an on-goinglegal or regulatory inquiry are as follows:
e Announcements and notices of day-to-day meetings and other events including acceptances and apologies;

e  Requestsforordinary information such as travel directions;

e  Reservations forinternal meetings without charges / external costs;

e Transmissiondocumentssuch as letters, fax cover sheets, e-mail messages, routing slips, complimentsslipsand
similaritemsthataccompany documents butdo notadd anyvalue;

e  Messageslips;
e Supersededaddresslist, distribution lists etc.;

e  DuplicatedocumentssuchasCCandFYlcopies, unaltered drafts, snapshot printouts orextracts from databases
and day files;

e Stockin-housepublications whichareobsolete orsuperseded; and
e  Trade magazines,vendor catalogues, flyersand newsletters fromvendors or other external organizations.

Inallcases, disposalissubjecttoanydisclosure requirements which may existinthe context of litigation.

Destruction Method

Levelldocumentsarethosethatcontaininformationthatisofthe highestsecurity and confidentialityand those that
includeanypersonaldata. Thesedocumentsshall be disposed of as confidential waste (cross-cut shredded and
incinerated)andshallbesubjecttosecure electronicdeletion. Disposal ofthe documents should include proof of
destruction.

Levellldocumentsare proprietary documents that contain confidentialinformation such as parties’ names, signatures and
addresses, or which could be used by third parties tocommit fraud, but which

donotcontainany personaldata. Thedocumentsshould be cross-cutshredded and then placedintolocked rubbish bins for
collectionbyanapproveddisposal firm,and electronicdocuments willbe subject tosecure electronicdeletion.

Levelllldocuments are those that do not contain any confidential information or personal data and are published Company
documents. These should be strip-shredded or disposed of through a recycling company and include, among other things,
advertisements, catalogues, flyers, and newsletters. These may be disposed of without an audit trail.

5. Managing Records Kept on the Basis of this Document

RECORD NAME STORAGE LOCATION PERSON RESPONSIBLE FOR CONTROLS FORRECORD RETENTION TIME
STORAGE PROTECTION
Data Retention DataProtection Data Protection Officer Only authorized persons may Permanently
Schedule Officer’s access thisdocument
Network Drive
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6. Validity and document management

Thisdocumentisvalid as of 30th January 2025.

Theownerofthisdocumentisthe Data Protection Officerwho mustcheckand, if necessary, update the documentat least once
ayear.

7. Appendices

Appendix—Data Retention Schedule
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